
Protecting yourself and your organization from 
cybersecurity threats involves a range of practices, 
including using strong passwords, keeping 
software up to date, encrypting sensitive data, 
limiting access to sensitive information, and 
training employees to recognize and respond to 
cybersecurity threats.

How can you 
protect yourself 
and your organization?

To get help, reach us through 
+211 920 050 106 / +211 920 060 309
Email: Info@safetycomm.org

Note: 
cybersecurity is an ongoing process, 
and it requires ongoing attention and 
investment. By staying informed and 
taking appropriate measures to 
protect your digital devices, networks, 
and sensitive information, you can 
help to reduce the risk of 
cybersecurity threats.

What should you do if you 
suspect a cybersecurity 
breach?
If you suspect a cybersecurity 
breach, it's important to act quickly. 
This may involve disconnecting from 
the internet, contacting your IT 
department or cybersecurity 
provider, and reporting the incident to 
the appropriate authorities. It's also 
important to have a plan in place 
ahead of time for responding to 
cybersecurity incidents.


